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3  Report – Redcore - Assessment of ETD 
Information against the PSPF  

20160614 Partial release Schedule 2, 2.2(a)(ii) and 
2.2(a)(iii) 

Pages that are fully redacted 
have been removed 

4  Report - Foresight – Maze and Teach 
Anywhere Current State – Security Risk 
Management Plan 

20170125 Partial release Schedule 2, 2.2(a)(ii) and 
2.2(a)(iii) 

Pages that are fully redacted 
have been removed 

5  Report – School Education Advisory 
Committee - Mobile Computing Devices for 
ACT Public Secondary School students 

201706 Non-release Schedule 1, 1.6 

6  Brief – Architect DSST to Executive Branch 
Manager DSST - Gmail eSafety Configuration 
Update - EDU19/1808 

Attachment: Gmail Configuration Setting 
Review 

20191101 Partial release Schedule 2, 2.2(a)(ii) and 
2.2(a)(iii) 

Attachment is not released – 
Schedule 2, 2.2(a)(iii) 
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7  Brief – Executive Branch Manager, DSST to 
Director-General – ICT Security Programme 
Overview – EDU19/1923 

Attachments: 

A – Defence-in-Depth Security Controls – Heat 
Map 

B – Timeline of Key Governance, Risk and 
Compliance Reviews for Education IT Security 

C – Proposed program of IC Security Control 
remediation 

D – : Policy and Security Controls 
Analysis – Draft Addendum 

E – SSICT – EDU Security Considerations 

F – Report – Google for Education – Google 
Environmental Health Report 

20191126 Partial release Schedule 2, 2.2(a)(ii) and 
2.2(a)(iii) and 2.2(a)(xi) 

Attachment F is not released 
– Schedule 2, 2.2(a)(ii), 
2.2(a)(iii) and 2.2(a)(xi) 

 

8  Report - Foresight – Digital Backpack Red 
Team Assessment 

202104 Partial release Schedule 2, 2.2(a)(ii), 
2.2(a)(iii) and 2.2(a)(xi) 

Pages that are fully redacted 
have been removed 
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9  Report – ACT Education – Google (GSUITE – 
EDU-BS) System Security Plan  

Attachment:  Report – NSIP/Education Services 
Australia, Safer Technologies for Schools - 
Google Workspace for Education assessment 

20220413 Partial release Schedule 2, 2.2(a)(ii), 
2.2(a)(iii) and 2.2(a)(xi)  

 

 

  




